Diligencie los siguientes campos con la información del usuario que necesita el permiso y la estación de trabajo

**Información del Usuario**

|  |  |
| --- | --- |
| Nombre completo: |  |
| Correo electrónico del solicitante: |  |
| Dependencia: |  |
| Cargo: |  |
| Celular: |  |
| Jefe directo (autoriza): |  |

**Información del Equipo**

|  |  |
| --- | --- |
| Descripción | <PC DE ESCRITORIO O PORTATIL> |
| Nombre del equipo: |  |
| Sistema Operativo: |  |
| Serial del Equipo: |  |
| Ubicación: |  |

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Desde: |  |  |  |  | Hasta: |  |  |  |
|  | AAAA | MM | DD |  |  | AAAA | MM | DD |

**Justificación del acceso** (Detalle las razones para habilitar este permiso)

|  |
| --- |
| **ACUERDOS DE SERVICIO:**Señor usuario, usted será el responsable legal por el software que instale sin autorización previa del Grupo de Servicios Tecnológicos y, por ende, de la Universidad. Tenga en cuenta que al tener permisos de administrador en su computador, este puede ser mas vulnerable a diferentes tipos de amenazas, Tales como: * Robo de datos personales.
* Divulgación no autorizada de información personal en sitios no seguros, o mal intencionada.
* Secuestro de su información (Ransomware).
* Instalación no solicitada de software no deseado.
* Amenazas constantes de virus.

En caso que se detecte un uso inadecuado de los permisos, el grupo de Servicios Tecnologicos le podrá retirar o negar los permisos asignados sin previo aviso. |

|  |  |  |
| --- | --- | --- |
|  |  |  |
| Nombre del Solicitante | Nombre del Jefe Solicitante | Funcionario Grupo TIC |
| Cargo | Cargo | Cargo |
| Cedula | Cedula | Cedula |

**Gestión del acceso (Espacio para Grupo de Servicios Tecnológicos)**

|  |  |  |  |
| --- | --- | --- | --- |
| Autorización | Nombre | Anotaciones | Fecha de Autorización |
|  |  |  |  |